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Introduction
This enhancement is to include the following additional information for the UE reachability event report:

•
The type of PDN that was established (IP or non-IP)

•
The Access Point Name (APN) of the PDN that was established, and

•
The IP address assigned to the device (for an IP PDN).

This information will provide the AS with information when and how to start communicate with the device.  Please note that event report may include multiple PDNs if applicable.  For example, if a device with three PDNs connected wakes up and performs a TAU, the resulting data reachability event report would identify all three PDNs in one report.

It is expected one CR on TS 23.682 could be sufficient to make this enhancement for IoT.

Discussion

The 3GPP standard already supports event monitoring capabilities that enable the network to report the occurrence of the following events:

-
Device reachability for data communication – this event is reported when a device first establishes a Packet Data Networks (PDN) on the network, or when it performs a periodic Tracking Area Update (TAU) to confirm its liveness and report its location to the network.  The purpose of this event report is to communicate that the device is now available to receive data communications via IP or non-IP PDN.

-
Device reachability for SMS communication - this event is reported when a device first attaches to the network, or when it performs a periodic TAU to confirm its liveness and report its location to the network.  The purpose of this event report is to communicate that the device is now available to receive data or control information via standard SMS service.

-
Loss of connectivity – this event is reported when a device does not perform an expected periodic TAU and the MME forcibly detaches the device from the network.  The purpose of this event is to communicate that the device has unexpectedly and abnormally detached from the network and is no longer available.

These event reports are delivered to the SCEF and the SCEF can expose this information to one or more Application Servers (AS) as shown in the diagram below.
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This standard event monitoring capability is very effective at informing the AS about when it can communicate with a particular device, but it includes no ability to inform the AS as to how it can communicate with that device.  For example, consider the case where a particular AS has subscribed to the data reachability monitoring event for a particular device.  When the device establishes a PDN, an event report will be delivered to the SCEF reporting that the device is reachable, and this information is shared with the AS.  However, this solution does not inform the AS what type of PDN was established (e.g., IP PDN or non-IP PDN), so the AS does not know which communication method to use to communicate with the device. Also, for devices that support multiple PDNs used for different applications, the solution does not provide any information about which PDN was established.  For this solution to be useful, the AS must have an additional source of information about the device PDN options, and if the device supports multiple PDN options, the AS must either guess which PDN establishment triggered the event report or try all possible PDNs.

Another problem with the standard event reporting is that it reports the establishment of a PDN, but does not report the disconnection of a PDN. The loss of connectivity event will report that the device has abnormally detached from the network.  However, a device could remain attached to the network but disconnect the PDN(s) that the AS might use for communication.  Consider the following sequence of events:

· A particular AS subscribes to the data reachability event notification for a particular device

· The device attaches to the network and establishes a single PDN.

· The AS is informed that the device is now reachable for data communication.

· Later, the device disconnects the PDN and but stays attached to the network with only SMS capability.  

The AS is not informed when the PDN is disconnected, so as far as it knows, the device is still reachable for data, even though it is not. Since the AS is interested in knowing when it can and cannot communicate with a particular device, the loss of connectivity fails to provide all the necessary information that the AS needs.

For these reasons, enhancements to the standard event reporting should be needed to address these limitations and provide a more useful event reporting capability. The following additional information for the data reachability event report may be helpful:
· The type of PDN that was established (IP or non-IP)

· The Access Point Name (APN) of the PDN that was established, and

· The IP address assigned to the device (for an IP PDN)

This information will provide the AS with the information it needs to know how to communicate with this device as well as when it can do so.  Here, event report may include multiple PDNs if applicable.  For example, if a device with three PDNs connected wakes up and performs a TAU, the resulting data reachability event report would identify all three PDNs in one report.

Finally, it includes additional event reporting messages to communicate the loss of reachability on a per-PDN basis.  This will enable the AS to know which PDN(s) are currently established for each particular device, so it will always know which communication methods it can use and also how to use them.  The disconnection of a PDN could either be communicated via a completely new event report (e.g., loss of reachability report), or this solution could also leverage the existing data reachability report, with the absence/removal of a PDN from the available PDN list implicitly informing the AS that a particular PDN is no longer available, or extend the Loss of connectivity to specify a specific PDN that has been released.

Whether or not some of these proposed enhancements need to be standardized or not should be evaluated: e.g., the possibility to extend the loss of connectivity event report to include a cause code and the ability to include the APN name in a data reachability event report.

Proposal

It is proposed to allow TEI16 meeting time to discuss CR on TS 23.682 with the above extensions. 
3GPP


_1583832419.vsd
�


